
Anmälan till ANTS 

Denna blankett är hämtad från v.rv.rw.cert.se/ tjanster/ants. Där finns mer information om vad ANTS 
är. För att ta del av ANTS, fyll i blanketten och skicka den till ce1t@cert.se. 
Den e-postadress som anges som mottagare bör vara en funktionsbrevlåda som personer som arbetar 
med it-säkerhet har tillgång till. 

Organisationens namn* Organisationsnummer* 

E-postadress* 

Domännamn som ska övervakas* 

IP-adress / IP-spann som ska övervakas* 

AS-nummer som ska övervakas (om organisationen äger eget AS) 

*Obligatonska uppgifter, IP-adress/IP-spann eller domännamn måste anges.

Vad händer när blanketten skickats till CERT-SE? 

CERT-SE ansluter er till ANTS eller återkommer med eventuella frågor. Ni får en bekräftelse på att ni 
blivit aktiverade i tjänsten när så har skett.

Detta arbete är en del i CERT-SE:s monitorering av Sveriges allmänna angreppsyta på cyberarenan. Syftet 
med dessa tjänster är att minimera exponering av icke nödvändiga angreppspunkter samt att nödvändiga 
angreppspunkter exponeras på ett tillförlitligt sätt, utan kända brister i mjukvara och utan bekräftat osäkra 
konfigurationer. Det övergripande syftet är att stärka samhällets motståndskraft och minska effekterna av 
cyberangrepp som riktas mot det svenska samhället. 
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Skicka blanketten till: cert@cert.se 
Vid användning av PGP-kryptering finns CERT-SE:s publika PGP-nyckel på adressen:
https://www.cert.se/cert_at_cert.se.pgp 

Uppgifter om behandling av personuppgifter 
Personuppgiftsansvarig är Myndigheten för civilt försvar, organisationsnummer 202100-5984. Du kan kontakta 
oss för att få information om vilka uppgifter som behandlas om dig eller för att begära rättelse, överföring, 
invändning eller begränsning av dina personuppgifter. Detta gör du genom att kontakta registrator@mcf.se eller 
Myndigheten för civilt försvars dataskyddsombud på 010-240 240. 

Du kan lämna klagomål till Integritetsskyddsmyndigheten om du tycker att Myndigheten för civilt försvar 
behandlar dina personuppgifter på ett felaktigt sätt. 
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