
 

FAQ – MISP-SE  
Hur vet jag om min organisation kan bli medlem i MISP-SE? 

I Allmänna villkor MISP-SE beskrivs kriterierna för att bli medlem i MISP-SE.  

Kan uppgifterna min organisation delar i MISP-SE begäras ut av en utomstående?  

Information som publiceras i MISP-SE kommer att betraktas som inkommen handling till de 

myndigheter, inklusive Myndigheten för civilt försvar, som är anslutna till MISP-SE. Vid ett eventuellt 

utlämningsärende gör den berörda myndigheten en bedömning om informationen kan lämnas ut. I 

samband med denna bedömning bör berörd myndighet samråda med den medlemsorganisation som 

publicerat informationen.  

Hur säkert är MISP-SE?  

Säkerheten i MISP-SE står på två ben. Det ena benet är medlemsorganisationernas egen säkerhet. För att 

en hotaktör inte ska få obehörig tillgång till plattformen MISP-SE eller dess information ställs krav på att 

medlemsorganisationers säkerhetsarbete i allt väsentligt ska motsvara den nivå som följer av 

Cybersäkerhetslagen och/eller ISO 27001/2. Användare som ansluter gör det endast i sin roll inom den 

anslutna organisationen samt från organisationens utrustning. Härutöver ställs särskilda krav på 

organisationer som ansluter via API.   

Det andra benet är säkerheten i plattformen för MISP-SE. Myndigheten för civilt försvar arbetar 

kontinuerligt med säkerheten i MISP-SE och har lagt stor vikt vid att skapa en säker och trygg plattform. 

Säkerheten har granskats av en oberoende tredje part i förhållande till Myndigheten för civilt försvar och 

den leverantör som tillhandahåller och förvaltar MISP-SE.  

Vilken roll har tredjepartsleverantörer i driften av MISP-SE?  

Den tekniska driften av MISP-SE tillhandahålls av en tredjepartsleverantör som är upphandlad av 

Myndigheten för civilt försvar. Det innebär att leverantören tillhandahåller datacenterlösning samt 

förvaltning och utveckling på applikationsnivå. Vidare stödjer leverantören Myndigheten för civilt försvars 

kundtjänst vid behov, särskilt vad gäller anslutning till MISP-SE.  

Jag vill börja arbeta med MISP – hur kommer jag igång?  

1. Läs på om MISP: Läs in er på vad MISP är och hur det används. Besök https://www.misp-

project.org, https://www.circl.lu/doc/misp/ och https://github.com/MISP/misp-training för 

mer information.  

2. Analysera era förutsättningar och behov: Bedöm hur MISP passar in i er verksamhet samt 

vilket värde det kan ge er och vilket värde ni kan bidra med till andra. Utred nuläge och börläge 

avseende teknik, processer och resurser för att använda MISP.  

3. Analysera villkoren: Ta del av Allmänna villkor MISP-SE för att undersöka om ni kan bli 

medlemmar i MISP-SE. Involvera relevanta roller i analysen. Även om er organisation inte lever 

upp till villkoren för MISP-SE finns fortfarande skäl att komma igång med MISP.  

4. Skicka in ansökan om medlemskap: Ansök om medlemskap genom att skicka in Medlems- och 

anslutningsformulär MISP-SE till info@misp.se. CERT-SE bedömer er ansökan och återkopplar 

med besked. 

5. Anslut er till MISP-SE: Anslut er till MISP-SE via API (MISP till MISP) eller webbgränssnittet. 

Valet av anslutningsmetod bör återspegla er analys av förutsättningar och behov. CERT-SE 
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stödjer er under anslutningsprocessen. 

 

6. Etablera interna rutiner: Säkerställ att det finns tydliga interna rutiner för delning och 

konsumtion av information. Exempel på frågor som behöver klargöras är vem som får skapa 

events och vilka typer av information ni ska dela externt. Dokumentera dessa rutiner i en intern 

MISP-policy och utbilda berörda medarbetare. 

När kan min organisation ansluta till MISP-SE?  

Lanseringen av MISP-SE sker i tre faser. Den 15 december 2025 inleddes fas 1 med att ett mindre antal, 

och på förhand utvalda, organisationer fick möjlighet att ansöka om medlemskap och ansluta till MISP-

SE. Syftet med fas 1 är att pröva och utvärdera processer, rutiner och teknik kopplat till MISP-SE.  

Fas 2 inleds den 23 februari 2026. Då öppnas det upp för offentlig sektor att gå med i MISP-SE.  

I fas 3 välkomnas privat sektor att ansluta till MISP-SE. Detta sker när ett förstärkt lagstöd finns på plats 

för privata organisationer att behandla personuppgifter som rör lagöverträdelser. Myndigheten för civilt 

försvar arbetar för att detta ska vara klart under första kvartalet 2026.   

Omfattas MISP-SE av säkerhetsskyddslagen (2018:585)?  

Nej. Tjänsten MISP-SE utgör inte säkerhetskänslig verksamhet enligt säkerhetsskyddslagen (2018:585).  

Hur ser ansvaret ut för personuppgifter i MISP-SE?  

Personuppgiftsansvaret i MISP-SE regleras i Allmänna villkor MISP-SE.  

Kan man publicera information anonymt i MISP-SE?  

Inledningsvis kommer det inte finnas en särskild lösning för publicering av information anonymt. Planen 

är att implementera ett verktyg för anonymisering under 2026. Fram till dess kan organisationer använda 

sig av delegationsfunktionen i MISP.  

Är Myndigheten för civilt försvar personuppgiftsbiträde till medlemsorganisationerna?  

Nej. Myndigheten för civilt försvar tillhandahåller inte tjänsten på uppdrag av medlemsorganisationerna.  


